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TDID Background



Established in December 2000, as
the first CA Service Provider.
Objectives : To deliver the world-
class standard certification service.
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Certified

Thailand National Root CA

Certified

ISO 27001 / WebTrust for CA

Certified

FIPS 140-2 Level 3
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CA Service




Certification Authority (CA)
Personal
Enterprise
SSL
Server/NW equipments



Registration Authority (RA)
Interface between CA and
end entities
|dentifies end entities
Keep records of end
entities



For Secure email




To deliver the world- class standard CA service

ANdaannuDa
NEYUAFIURD

N15U5N15dENIN
590159

vin1sidulusnu
umnsgu CA
d1na

sruyLILfiaun
flau
lususav
oLkl

SEUUNSDN
Tusn1s
AaaALIan

u3n15 Online
Certificate
Renewal

-

Browser
Recognition

&

usn1s Call
Center



Qur Customers
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CA Hosting Service



CA Hosting Service

is a solution | —3
that TDID aims to serve the % S

88 B-' sa
. ‘ Ea
i

full CA implementation and q
operation management based -
on the standard security
system infrastructure.
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CA Hosting Service

Enterprise
User

Personal
User

/ Recognized CA \

150 27001

BUREAU VERITAS
Certification
No. 2271148

Certification Certification
Authorities Authorities

Backup






Digital Sgning Solution



l Digital Sgning Solution

In-house Digital Signing
with TDID PKI Product
Outsourced Digital
Signing to TDID




In- house Digital Signing with TDID PKI Product

PDF == |
DigSt
SafeNet —
The Foundation of Information Security —_—1



is a global leader in
information security, providing
complete security utilizing its
encryption technologies, and
offers a full spectrum of
products including hardware,
software and chips.



%fel\bt HS\/I = Keys alwaysin = Security Validated = Ease of Integration
Hardware FIPS 140-1 Level 2
= High-Performance FIPS 140-2 Level 3

Cryptographic = Strong Encryption
Processor = Easy Deployment

General Purpose

Authentication

Payment HSM Token

Network Attached PCI Card
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the PKI security specialist,
offering services that secure
critical data and providing PKI
application for signing the digital
signature on e-Document.



1. Start

2. Generate file

3. Get PDF files in input folder
4. Sign data with a key in HSM

5. Send signed PDF files to
output folder
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Features

Sign Digital Signature to PDF file

e  Flexibility and Efficiency in dealing with multiple folders (various forms) and
multiple keys (various signature)

. Customization for Fields Caption/Position arrangement

. High availability Support

. Strong Authentication by Two factors

. PKl-enabled GUI & Interactive Guided Menu/Message

. High integrity and validity with Time Stamp Server Connection Support

Real-time Audit Logs



Qutsourced Digital Sgningto TDID

Thai Digital ID Company
has launched digital transaction
signing service to facilitate low-
cost, flexible, and secure PDF
document signing to the client.




Qutsourced Digital Signing to TDID

1. Place file to input folder

2. Transfer data to Signing
Server

3. Sign data with a key in
HSM

Secure

4. Transfer data to Signin
Socket Jning

Gateway and write file
to output folder

% Signing
Gateway

Customer S|te'
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Hghlights and Benefits

Benefit

Substantial decrease in
operational workload and let the
clients focus their core
activities/service efficiently
Drastic reduction in cost of
investment

Long term burden free
Professional execution and
customer support
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e-Insurance Policy



Qurrent (paper) Insurance Policy System

E Adobe

Create Insurance Policy Print Send to customer




l e-Insurance Policy System
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Insurance
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- — - Digitally signed by THAI DIGITAL ID
DN: cn=THAI DIGITAL ID, c=TH, 0=3030196149
'Date: 2011.07.04 09:21:17 +07'00




THANK YQU

Please visit us
Web :
E-Mail :



http://www.thaidigitalid.com/
mailto:support@thaidigitalid.com
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